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*Overall CyberVadis benchmark score: 651 
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Main improvement actions: 

Function Criteria Improvement 
Expected 

impact (*) 

PROTECT Security in projects Declared but insufficient evidence provided - Define and implement a process for 
checking that application patches are applied. 

10 pts 

PROTECT Inf. protection Declared but insufficient evidence provided - Conduct a business impact analysis 

(BIA). 
8 pts 

PROTECT Inf. protection Declared but insufficient evidence provided - Define and implement a business 

continuity strategy to answer business availability needs. 
8 pts 

PROTECT Security in projects Declared but insufficient evidence provided - Ensure security tests are conducted 
before a project rollout. 

8 pts 

IDENTIFY Compliance Declared but insufficient evidence provided - Ensure the encryption technology is in 

compliance with applicable laws and regulations affecting your organization's 
Information Security. 

7 pts 
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